Traveling can put your electronic devices in compromising situations. So much personal data is now stored on smartphones, tablets, laptops and other devices. While traveling through unsecured Wi-Fi zones, these devices are vulnerable to attack and your information may be stolen. Whether you are preparing for a mission trip, or going on vacation, here are five tips for keeping your electronic devices secure while traveling.

1. Maintain strong complex passwords
2. Make sure your software is up-to-date.
3. Keep default security settings
4. Keep device shut down or in a secure lock down mode when not being used.
5. Watch your apps. Be cautious about the apps you download.